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This instructional template provides guidance and template language that can be used to develop an eForm R protocol for projects that will involve creating a new research resource in the Precision Medicine Analytics Platform (PMAP) platform. 

JHM IRB - eForm R – Development of a Research Resource

Protocol
This form is intended to describe the creation or set-up of a research resource. Common examples of research resources are a database, biospecimen repository and a recruitment database. Generally, the purpose of a research resource is to help support current and future research rather than to answer a particular research question.
· PLEASE NOTE: If you intend to create a research resource, a separate IRB application is required for the creation of the resource itself. Use this form to describe the resource you are creating, how it will be managed and how it will be accessed for future research use.
· IRB protocols for registries and repositories that are designed to be used as a research resource should not also include specific hypotheses and planned analyses. 
· Each research project utilizing your research resource must be submitted as a separate eIRB application.
· Investigators overseeing a research resource are required to track and report to the IRB annually a summary of any studies that have utilized the resource. 
· Please provide complete information for each item below. If an item is inapplicable to your research resource, explain why.

· When submitting JHM IRB eForm R (new or revised), enter the date submitted, the name of the PI, and the eIRB application number in the header at the top of the form.

Instructional text appears throughout the document in blue italics. It should be deleted prior to submission. This text is intended to provide guidance as to what content should be supplied in response to the questions in the eForm R.  

Sample text appears in italics and is highlighted in yellow.  This text may be appropriate to use a starting point for your response.  Please remove the yellow highlighting before submitting your protocol to the IRB. 
*********************************************************************************************

1. Objective & Rationale for the Resource 
a. Explain the goal(s) of the resource. 
In this section you should describe the overall purpose of the resource, for example, serving as a source of data for future research studies in a certain disease domain.  If this resource is for a Precision Medicine Center of Excellence (PMCOE) officially designated by the PMAP Leadership, please include that information in this section.
The resource referenced in this protocol is a PMAP registry/repository.  The umbrella protocol for PMAP is IRB00201886.  The goals for the use of this resource are (the study fills in their goals for this resource here).
b. Provide a justification for the establishment of this research resource. Explain how this resource addresses an unmet need, [e.g. why is this new resource needed? What value will it provide?]
2. Description 

a.  Identify the type of resource [biospecimen repository, data repository, recruitment registry, etc.]
Please note that a resource may be of more than one type.  For example, the resource might be a data repository that could also serve as a recruitment registry. Please ensure that your descriptor covers all proposed plans for the resource.   
b. Specify the data/material sources from which this research resource will be compiled.
In this section, please list every source of data/material that will contribute to the resource. This could include Epic data in PMAP, other non-Epic data sets in PMAP, and data previously or currently being collected in REDCap, Excel, Access databases, SQL databases, or departmental systems. A CCDA specification document is required for all registry protocols.  
We worked with the Core for Clinical Research Data Acquisition (CCDA) to define the inclusion/exclusion criteria, all data sources, and specific data elements from each data source and have uploaded the CCDA specification document to Section 20, Item 2 of our eIRB application.

The primary source of data for this resource is data from the Epic Medical Record which has been loaded into the PMAP Data Commons.  This resource will use standard data sets in PMAP including:

· demographics (list key fields here, especially if they are Protected Health Data)
· inpatient and outpatient encounters
· lab results
· diagnoses
· medications
· vitals 
· (Note please modify this list of data elements to include the major categories of data that will be in your registry).
In addition, this resource will contain data from the following sources:

· Data from PMAP registry <registry name here> collected under protocol IRB00123456
· Data in REDCap previously collected under protocol IRB00234567
· Data in Excel that is planned to be collected under protocol IRB00345678
· Biospecimens collected under protocol IRB00456789

Data from all sources will be joined together based on patient identity using the following fields (please adjust this text to reflect your resource’s approach):  medical record number (EMRN) plus patient name, date of birth, and gender or other demographic data that can be used to uniquely identify a patient (Medicare ID, Social Security Number)
c. Describe the specific INCLUSION and EXCLUSION criteria for data/biospecimens to be included in the resource.
The inclusion and exclusion criteria should agree with the inclusion and exclusion criteria in your specification document that you develop with the CCDA,
Inclusion Criteria:

[Who? Adult or pediatrics? Sensitive populations?]

[Where seen? – as outpatient or inpatients? At specific clinics?]

[When seen? – date/time range]

[What disease, what lab results, what meds, what other conditions?]

Exclusion Criteria:

[Deceased? Other comorbidities? Other exclusions?]
d. Explain whether this resource will be static, comprised of only currently existing data/specimens or dynamic, prospectively adding new data/specimens. Explain whether you will be accumulating new data/specimens for patients already included in the database.

In the following sample text blocks we provide different examples of potential answers to this question.

The resource will be dynamically updated on a (weekly, quarterly, annual - choose one) basis.  Any patients who now meet the inclusion and exclusion criteria will be automatically added into the resource. In addition, any new data/specimens which have been acquired for patients in the registry since the last update will be automatically added to the resource.

The list of patients in the resource is static.  However, any new data/specimens for patients in the resource which have been acquired for patients in the registry since the last update will be automatically added to the resource.
The registry is static and will be comprised only of currently existing patients in the registry and currently existing data/specimens. 
3. Data Acquisition 
a. Will the data/biospecimens to be included in this resource come from consented participants or are you requesting a waiver of consent? Provide a justification for a waiver of consent. If there is any intent to use the registry/resource for future patient contact, consent is required.
If there are multiple cohorts, for example a retrospective cohort and a prospective cohort, describe the consent plan for each cohort.  For each cohort clarify whether data will be included under a waiver of consent, under existing participant consent, or prospective consent. 
b. If participants will be consented, describe the method that will be used to recruit and consent participants. Upload these materials into the application.
c. If you will be including data/biospecimens from patients consented under other research studies, please list the IRB numbers for those studies.
In addition to listing IRBs for studies with existing consent, please provide information about how the original consent covers use in this resource. 
d. If your study involves data/biospecimens from participants enrolled under other research studies with a written consent or under a waiver of consent, please list the IRB application numbers for those studies.  Please note:  Certificate of Confidentiality (CoC) protections applied to the data in source studies funded by NIH or CDC will extend to this new study if the funding was active in 2016.  If this situation applies, Section 36, question 4 in the application will need to be answered “Yes” and “Hopkins Faculty” should be selected in question 7. No other documents are required.

e. Will the data include new information provided by participants? If so, provide copies of forms/materials participants will complete. This includes any information gathered via apps.
f. If collecting data from medical records upload your data collection forms(s) and describe: 
a. The process for identifying patient records to be included,
Examples of common answers to this question are shown below.

Patient records will be identified based on the inclusion and exclusion criteria defined in section 2.c. of this protocol.  The CCDA will write a database query which conforms to that definition in order to select which patient records from the PMAP Data Commons to provision to this resource. 
Patient records will be identified based on a list of consented study participants maintained by the study team in (list tool here: e.g. CRMS, REDCap) 
b. The estimated number of patient records to be included,
The estimated number of patient records to be included does not require a precise count. It is acceptable to provide a size range (1-499 unique cases, 500-1,000 unique cases, 1,001-10,000 cases, over 10,000, etc.)  The estimate must match the number entered in the eIRB application. Include the method by which a targeted count was obtained (e.g. working directly with the CCDA, the BEAD Core, using SlicerDicer or TriNetX, etc.)

The maximum number of individuals whose records may be accessed is 1,000. This estimate was reached by working with CCDA /CCDA-certified registry data manager (choose one) to define the inclusion/exclusion criteria and to run an exploratory query. 
c. The process for extracting the data (e.g. manual chart review, automated data extraction, CCDA, etc.)
The following sample text describes the most common process for extracting data and delivering it to the resource.  Please modify the sample text if your resource will use a different process. 
Data will be provisioned to the resource via a query performed by the CCDA and delivered as a PMAP SQL database projection. This is also referred to as a system projection.  In rare cases, the study team may need to conduct a manual chart review in Epic to clarify specific data elements or to extract information not available in PMAP. Medical record numbers and other direct PHI for a subset of patients will be stored on the study team’s secure SAFE desktop folder and will not be moved from that location.
d. The process for updating the resource: At what interval are you entering new cases or updating existing cases? How is this managed? 

If you expect your registry to be static with one-time provisioning of patient data, and to never be updated with additional data, state that here and delete the rest of the suggested text in this section.  Otherwise, modify the following suggested text to reflect what is appropriate for your registry. Please ensure your description of the resource as static or dynamic in response to this question aligns with your response to 2d above.  The most common response is given as an example below. 
The registry will be automatically updated weekly/monthly/quarterly/annually (study needs to state here what periodicity is appropriate) by a query written and maintained by the CCDA.   
e. Whether complete records will be copied and placed in this file (e.g. copies of image files, copies of medical notes, etc.) If so, please provide a justification. If the project will include storing copies of original documents from Epic, you will need to identify an honest broker (contact the CCDA: https://ictr.johnshopkins.edu/programs_resources/programs-resources/i2c/center-for-clinical-data-analysis-ccda/)
f. Identify the individual(s) who will be conducting the data extraction
The data extraction (a.k.a system projection) from the PMAP Data Commons to this registry will be conducted by the Core for Clinical Research Data Acquisition (CCDA), directed by Bonnie Woods.  
4. Data Storage 
a. Explain in what format the data/ will be stored (REDCap, SQL, etc.).
The data will be stored in a SQL Server Database.    

Study should list any additional study-specific data formats here.  
b. Provide specific details as to where the data/ will be housed.
The data will be housed in the PMAP Research Analytics Environment. Please refer to section 4.b of the PMAP umbrella protocol (IRB00201886) for more information.
c. Identify the individual who will oversee data security and safe management of the resource.
PMAP Data Security is overseen by Darren Lacey, Chief Information Security Officer and Director of IT Compliance for the Johns Hopkins University and Johns Hopkins Medicine.  
The following individual(s) on the study team will be responsible for overseeing the day-to-day security and data management of the study’s resource: name(s) here. Typically, this individual would be your CCDA-certified registry data manager.  

d. Where will the working datasets be stored (The IRB prefers research data to be stored on a SAFE desktop. See here for details: https://ictr.johnshopkins.edu/programs_resources/programs-resources/i2c/secure-research-data-desktop/)
The working data sets will be stored in the PMAP Research Analytics Platform or on the study team’s SAFE desktop folder. (Please choose one)

e. Where will any coding linkage data to reidentify data, if applicable, be stored
Below we provide three common answers to this question, depending on the level of Protected Health Information in your data set.
We are requesting direct PHI (MRN, patient name, [list other direct identifiers here]). We will maintain separate raw data and analytic files, with a mapping file linking PHI identifiers to an anonymized study ID in the analytic file. Access to linking table containing PHI will be limited to the study team members with access granted by the data manager. Data analysts will work with a HIPAA limited dataset. The files containing PHI will be stored on a separate location from the analytic file on the SAFE desktop /PMAP Research Analytics environment (choose which).

N/A - We are requesting a HIPAA limited dataset that will contain no direct PHI (MRNs, patient names) but will contain relevant clinical dates and patient dates of birth. 


N/A - We are requesting a Safe Harbor fully de-identified dataset that will not contain PHI. The data de-identification method has been approved by the CCDA.

f. If any data is collected on portable devices via an app, will any PHI be stored locally on the app device?
g. For patient provided information via apps, will they use a study code number or their own personal identifiers?
h. Will communication to and from portable devices be encrypted?

5. Biospecimen Storage
a. Explain how/where biospecimens will be stored

Also, please address how the biospecimens are tracked.  If you are establishing a new biospecimen registry, the preferred tool for tracking biospecimens is the OpenSpecimen system. 
6. Data Management
a. Please identify who is going to manage access to the data/specimens contained in the resource.
List the name of the person or persons on the study team who will manage access to the resource, as further described in 6.e.  They must be certified by the CCDA to serve as a data manager.  If the study does not have a certified data manager this work can be done by the Core for Clinical Research Data Acquisition (CCDA) or the BEAD Core with prior agreement from one of these groups to manage the resource.
The CCDA-certified registry data manager for the resource is <put name here>. 
b. Explain how individual researchers will request access to this resource.
Two common approaches are suggested below, but you are welcome to design your own approach.

The resource will establish a committee which will review access requests.  Individual researchers will submit a completed request form to the committee for consideration. 
Individual researchers will contact the PI of the resource to request access. 
c. What are the requirements for granting access to the resource? 
To be granted access to the resource, the requestor must provide a copy of their IRB approved protocol (eForm S).  The protocol must refer to the eForm R for this resource. To be granted access, requestors must also meet the following requirements: <put requirements here>
Potential additional requirements might include agreement to contribute data back to the resource, agreement to an annual review, collaboration with a member of the resource’s study team, attribution in publications, etc. For JHU collaborators who are outside of the covered entity, please review these guidelines to ensure that plans for access comply. 
d. How will separate IRB approval for any use of the resource be verified before access is granted?
The CCDA-certified registry data manager will verify IRB approval, using a standard operating procedure defined by the CCDA.

e. Explain how other researchers will access the resource. Will they be granted access to the entire resource and able to extract any data they require or will the overseers of the resource provide researchers with access only to data/specimens needed for their specific research plan?
Choose one of the following common access models, or if they do not match your intended approach, describe how you intend to provide access to data.
Local projections will be provisioned by a CCDA-certified registry data manager and delivered to the requesting researcher as a PMAP SQL database projection or by delivering flat files to the study team’s SAFE desktop folder. The local projection is a copy of some or all of the data in the registry so that other researchers can modify and analyze the data for their specific study’s needs, outside of the resource.  Local projections will be created by a certified data manager under the following conditions:

1. The PI requesting the local projection has IRB approval and the PI of the registry has agreed to access of the registry.

2. The locally projected data stay in PMAP.

3. The local provisioner follows PMAP-provided written procedures and uses PMAP-supplied provisioning tools.

4. The local provisioner submits an annual report to the IRB of all local projections.

5. Prior to local provisioning, the IRB protocol for the local projection is reviewed by a trained and certified 3rd party before the data are projected locally

OR
Researchers will be granted access to the resource itself, but that access will be controlled via the following access-control limitations <describe here>
f. If researchers are provided with a data file, will they be given an actual file or will they need to conduct their analysis within the same data framework that supports this resource?
Approved investigators for projects derived from this registry will use the SAFE environment to access the data file. Any removal of files from the SAFE desktop folder requires separate IRB approval.
g. Will files include identifiable data or be a limited or de-identified data set?
This usually depends on multiple factors, including what data are available in the resource, what data elements were requested, and what the IRB approved in the requestor’s eFormS. 
h. What is the time period that researchers may use any data/specimens they are provided? 
i. What are the procedures once researchers have completed their analyses, i.e. do they return the data, is access terminated, is data deleted? 
j. Is there a requirement that projects utilizing the resource contribute data/results back to the resource?
k. If this data source will also be a resource for research recruitment, please explain what the requirements are for researchers to receive patient contact information. Explain how this contact information would be shared and any time limit for its use.

l. Explain your process for keeping records of access to this resource and for reporting the use of this resource yearly to the IRB.

PMAP performs audit logging of direct access of the registry.  In addition, the CCDA-certified registry data manager will create a CCDA Jira ticket and CCDA specification document for each data distribution from the registry.  The CCDA Jira system can be queried to produce a record of all data distributions for incorporation into the annual report to the IRB. 

m. For resources involving JHM clinical data and/or biospecimens collected at JHM, please confirm the registry adheres to the following institutional guidelines: https://hpo.johnshopkins.edu/enterprise/policies/1099/39500/policy_39500.pdf
The Data Trust has established that PMAP conforms to the JHM registry policy. 
7. Risks

a. Describe any risks related to this resource [including potential legal or financial risks]. 
Please refer to section 6.a of PMAP umbrella protocol (IRB00201886) for a description of general risks related to PMAP and its registries.
In addition, this registry/repository has the following risks due to the specific data in this registry:  <study to fill in this section, or indicate that there are no additional risks> 
b. Explain the steps taken to minimize the risks.

Please refer to section 6.b of PMAP umbrella protocol (IRB00201886) for a description of risk minimization.
If in section 7a you identified additional risks, in this section describe how you plan to minimize those risks.
c. Describe your plan for reporting unanticipated problems and study deviations in accordance with the IRB’s prompt reporting policy.
8. Resources/Support

a. Provide information on the financial support for this data resource. (If this is departmental, please upload a letter of support).
b. What resources exist to enable the study team to maintain/manage the resource as proposed [describe relevant resources including personnel, technology, etc.]? 

PMAP is an enterprise-managed resource with technical and physical support by IT@JH. 
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